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Abstract. We present the Plug-and-Play IP Security (PnP-IPsec) pro-
tocol. PnP-IPsec automatically establishes IPsec security associations
between gateways, avoiding the need for manual administration and co-
ordination between gateways, and the dependency on IPsec public key
certificates - the two problems which are widely believed to have limited
the use of IPsec mostly to intra-organization communication.

PnP-IPsec builds on Self-validated Public Data Distribution (SvPDD),
a protocol that we present to establish secure connections between re-
mote peers/networks, without depending on pre-distributed keys or cer-
tification infrastructure. Instead, SvPDD uses available anonymous com-
munication infrastructures such as Tor, which we show to allow detection
of MitM attacker interfering with communication. SvPDD may also be
used in other scenarios lacking secure public key distribution, such as the
initial connection to an SSH server.

We provide an open-source implementation of PnP-IPsec and SvPDD,
and show that the resulting system is practical and secure.

1 Introduction

Consider two Internet users, Alice and Bob. Alice wants to communicate se-
curely, and possibly anonymously, with Bob. For anonymity, Alice may use an
anonymity service, such as the Tor network of relays [5]. However, Alice also wants
to encrypt her messages to Bob; how can she obtain securely Bob’s public key?

The standard answer is that Alice will send a request to Bob and receive
back his public key, certified by a trusted Certificate Authority (CA) [12], like
in normal use of SSL/TLS, e.g., by browsers; if anonymity is desired, all com-
munication would be via the anonymity service, e.g., Tor. However, this does
not apply to the IP-security protocol (IPsec) [15], where traditional certificates
are less appropriate, and which requires configuration (of security policies, net-
work blocks, etc.). Furthermore, users may prefer complementary or alternative
mechanisms to trusting a CA, e.g., due to several incidents where CAs authenti-
cation mechanisms were broken and false certificates were issued: CAs have been
compromised, e.g., [4], and used insecure cryptographic primitives [23]. Can Al-
ice securely receive Bob’s public key, without depending on a trusted CA for
authentication? Can she take advantage of IPsec, if supported by Bob?
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Fig. 1. Types of MitM attackers with respect to GWA.

In this work we show that this is possible. We first present Self-validated
Public Data Distribution (SvPDD), which provides public key distribution using
an anonymity service, instead of relying on authentication and certification of
Bob by a trusted CA. SvPDD can use an existing anonymity service such as Tor,
the largest public anonymity network, as we do in our prototype implementation.

The basic idea of SvPDD is simple: Bob will periodically self-validate that
communication to and from himself is not tampered with, by sending to himself
anonymized requests for his public key, and validating that his responses arrive
correctly (with correct public key) and in timely fashion. Any tampering by
a MitM attacker with the response (public key) would be detected by Bob.
Similarly, Alice will use the anonymity network to send self-addressed ‘requests’;
a MitM trying to block Alice’s communication will not be able to distinguish
between this ‘self-test’ communication and ‘real’ communication between Alice
and Bob, and hence Alice will detect any tampering.

SvPDD detects when a MitM attacker disrupts communication as well as
points-out the attacker’s location. We classify MitM attackers with respect to a
particular party P to either of two types, illustrated in Figure 1:

Near-MitM who can manipulate communication between P and a significant
portion the network. This attacker will usually be en-route between P to
the anonymity network.

Far-MitM who can manipulate communication between P and few remote
peers. This attacker will usually be ‘near’ with respect to those peers.

This property is significant; a system administrator cannot do much about a
‘far’ MitM attacker disrupting communication with some peer and may ignore
such warning, but an alert about a ‘near’ MitM attacker is likely to result in
immediate corrective actions (such as changing ISP or scanning for malware).

SvPDD seems especially beneficial to facilitate adoption and deployment of
IPsec, the standard protocol for cryptographically-protecting IP traffic. IPsec is
a mature, well-validated protocol providing strong security guarantees. In par-
ticular, IPsec provides defenses against Denial of Service (DoS) attacks, while
the main alternatives, SSL and TLS, run over TCP, and hence are vulnerable to
TCP’s DoS attacks such as SYN flooding [6] and Ack-Storm [1] (although note



that IPsec should also be implemented correctly to avoid DoS vulnerabilities,
see [11]). IPsec is implemented in most operating systems and in many devices
(it is even part of IPv6 specification). However, actual use of IPsec is very lim-
ited; the main reason seems to be the difficulty in establishing IPsec connections,
which normally require manual establishment of keys. SvPDD provides an alter-
native, allowing secure and completely-automated establishment of IPsec keys
between peers, without requiring (rarely-available) IP-address based certificates.

There is another challenge to the deployment of IPsec: the need to coordi-
nate its use among peers. Even if all IPsec peers had appropriate public-key
certificates from a trusted CA, in order for IPsec to be deployed between two
peers, each peer must be aware of the deployment at the other end, by an ap-
propriate security-policy rule setup by the administrator. Coordination is even
more challenging to support IPsec’s tunnel mode, where an IPsec gateway ma-
chine protects an entire network; here, the security-policy rule must specify the
network block(s) connected via the given peer (network gateway).

To completely address the IPsec deployment challenges, we present the Plug-
and-Play IP Security (PnP-IPsec) protocol, built on top of SvPDD. PnP-IPsec
automatically establishes IPsec security associations between networks (and/or
hosts); see the layering of PnP-IPsec and SvPDD in Figure 2. PnP-IPsec adds
two functions to SvPDD: (1) automated detection of remote peers, including
handling of scenarios where there are multiple PnP-IPsec gateways en route to
the destination; and (2) validation of the address block protected by the remote
gateway. In order to establish a secure IPsec connection between two networks,
all that is required is for each of the networks to independently run PnP-IPsec;
all the rest is done automatically by PnP-IPsec.

1.1 Our Contribution

Self-validated Public Data 
Distribution

Anonymity Infrastructure 
(Requirement)

Plug and Play IPsec

IKE

Fig. 2. The layering of our protocols (boxed
with solid lines) and related protocols
(boxed with dashed lines).

We present two protocols, SvPDD and
PnP-IPsec. SvPDD uses an available
anonymization service such as Tor to
establish secure public keys between
peers, without requiring off-path key
distribution or certification authori-
ties. This provides alternative means
for validation of public keys, for pro-
tocols and systems where appropriate
public-key certificates are unavailable.

PnP-IPsec, built on top of SvPDD,
allows automated IPsec tunnel estab-
lishment, without requiring coordi-
nated administration or key distribu-
tion infrastructure. PnP-IPsec auto-
matically detects the existence of a re-
mote PnP-IPsec gateway, obtains its public key and network block, and validates
that the remote gateway indeed controls that network block.



SvPDD and PnP-IPsec provide the following defense against MitM attackers:

– A far MitM attacker w.r.t. both peers cannot interfere with the protocol.
– A near-MitM with respect to one of the peers may interfere with the protocol,

but in this case it will be detected by the administrator of that peer.

We provide an open-source implementation for our protocols (see Section 7)
and hope that this will increase deployment of IPsec.

SvPDD is not limited to IPsec, and our implementation may be integrated
into other protocols, such as SSH, in order to cope with a MitM attacker during
the initial setup (when the user learns the server’s unauthenticated public key),
or even TLS/SSL, to provide additional means to obtain and validate the public
key (protect users against CA authentication failures).

Lastly, this paper has the conceptual contribution of showing how anonymity
infrastructure can be used in lieu of PKI, to establish security between arbitrary
peers, without common administration, pre-shared keys or CAs.

1.2 Related Work

Ishai et al. [13] presented a theoretical study of how two parties may use a shared
anonymous broadcast medium, to establish a shared secret key between them;
the two parties work in coordinated manner, which in practice implies, they could
have also established keys while coordinating, hence their work is not of much
practical impact. However, their work does provide some of the concepts used
and extended in our work, where we establish keys between arbitrary parties,
without assuming any coordination between them in advance. Hence, our work
extends their conceptual contribution, and shows that the basic idea of using
anonymity to establish security can also have practical implications.

There have been multiple efforts to simplify deployment of cryptographic
protocols by automating their setup, without certification authorities or coordi-
nated management; we discuss these efforts below.

Several protocols, such as SSH [27] and BTNS [24, 26], are based on the Leap
of Faith (LoF) approach (also called ‘Trust On First Use’). In LoF, public keys
are exchanged without any validation during the first connection, and later used
(assuming the initially-exchanged public keys were correct); SSH applications
also display the public key to the users, allowing users to use off-path validation
of the public key (but few do). LoF protocols assume a handicap of the MitM
attacker, i.e., that he does not impersonate during the initial handshake; in
contrast to these works, SvPDD and PnP-IPsec do not assume this limitation.

A notable effort for mitigating the need for coordinate deployment of IPsec is
by the FreeS/WAN project [9], who attempted ([22]) to create an opportunistic
version of IKE, as documented in [19, 20]. The specification requires the network
administrator to place a reverse DNS record mapping to the network’s gateway
and public key. The initiator retrieves the DNS record and uses the fetched
configuration (gateway address and public key) to start the IKE negotiation.
However, using [20] requires configuration of the reverse DNS tree, which is
complex, and furthermore allows only one level of gateways - typically, by an ISP



or a large organization; it does not allow multiple gateways, or protection of small
networks and individual hosts (who do not control the reverse-DNS records).

Perspectives [25] and Convergence [17] are proposals for web-server public
key validation mechanisms, to replace or complement the existing certificates
(issued by CAs trusted by the browsers). Both rely on the use of a set of trusted
‘notary’ servers, which collect (and potentially cache) the public keys for the
users. The idea is that a MitM near the client is not en route between most
of the notaries and the server, allowing the client to learn the keys from the
notaries (according to their majority). SvPDD performs a similar function to
these proposals, with two advantages: (1) SvPDD does not require establishment
and maintenance of a new infrastructure of notaries, and instead leverages an
existing, general-purpose, anonymity infrastructure (Tor), which has many users
and handles high traffic rates, compared to which the traffic generated by our
protocols is negligible (see [18]); and (2) SvPDD provides better security to the
users by not requiring them to trust new entities for authentication, and only to
trust the anonymity network to anonymize their requests.

Double-Check [2] shows how one can validate self-signed certificates by ac-
cessing the server from various locations, suggesting Tor as an available proxy
infrastructure. Double-Check helps against a MitM attacker that controls some
of the routes to the server, but fails if attacker controls all (or most) of the
routes from the client or to the server. In contrast, SvPDD utilizes anonymity,
and suggests the concept of self-validation. SvPDD provides the same benefits
as Double-Check, and in addition, using self-validation, SvPDD detects and pro-
vides a clear indication when an attacker controls all (or most) of the routes near
the client or near the server.

PnP-IPsec shares some aspects with a previous work of ours, LOT [7], an
opportunistic tunneling protocol for establishing credentials between two arbi-
trary networks in order to detect and block spoofed packets. However, there
are substantial differences. First, LOT was designed to secure against off-path
(non-eavesdropping) rather than MitM attackers. Second, LOT creates hop-by-
hop tunnels, decapsulating and re-encapsulating information at every node on
the path; this property is avoided in PnP-IPsec, which establishes gateway-to-
gateway IPsec tunnels.

This is an extended version of our conference publication [8].

2 SvPDD: Model and Security Requirements

SvPDD runs on two peers, a querier and a responder, without coordinated man-
agement or common public key infrastructure. The basic goal is that the querier
will learn the responder’s response for his query; however, clearly if there is a
MitM connecting one of the peers to the network, then the MitM can prevent sat-
isfying this goal simply by blocking all communication between the peers. This
section describes the model and security requirements of the SvPDD protocol.



Anonymity Infrastructure. We assume the availability of an anonymity network.
Peers can send messages via the anonymity network, hiding the intended recip-
ient; and receive messages from the network, while the sender remains hidden.

Furthermore, we assume that the querier has the public key of the anonymity
network, i.e., can send authenticated and encrypted messages to it; this property
holds for many anonymity networks, such as Tor [5] and Mix-Nets [21], where
the client has a hard-coded copy of the network’s public key.

Notice that while the querier sends and receives authenticated content from
the anonymity network, he does not trust the network to authenticate other
peers (in contrast to CAs in the public key infrastructure).

Attacker Model. We consider two types of MitM attackers, defined according
to the near-MitM threshold, denoted by δ: a near-MitM attacker with respect
to a peer P obtains a message that P sends or receives from the anonymity
network with probability greater than δ; otherwise, the attacker is considered
a far-MitM with respect to P . If A obtains a message, then he can block it or
modify its content (MitM capabilities). We assume that the attacker is either
near the querier or responder (but not both), or far with respect to both peers.

Based on the analysis that we present in Section 4, we require that 0 < δ ≤ 1
8 ;

the exact value of δ is a local configuration provided by the system administrator,
who essentially sets the threshold for a MitM-alert: the lower that δ is, the more
attackers will be classified as ‘near-MitM’ (in our implementation the default
configuration is δ = 1

10 ).

Communication Model. When a peer P sends a message to the anonymity net-
work: if the MitM attacker A is near P then he obtains the message, as well
as the identity of the sender; otherwise, A obtains the message and sender’s
identity with probability δ.

Similarly, when a peer P receives a message from the anonymity network: if
A is near P , then he obtains the message as well as the identity of the recipient;
otherwise, A obtains the message and identity of the recipient with probability δ.

Notice that our communication model is the ‘worst-case’ scenario, where a
near-MitM obtains a message from or to P with probability 1 (i.e., obtains all
such messages), and a far-MitM obtains such a message with probability δ.

Security Requirements. A public data distribution protocol with security param-
eter n is secure if the following properties hold, except with negligible probability
in n:

No False Alert: if A is far with respect to P , then P does not alert for MitM.

Authenticity: if neither peer alerts for MitM, then the querier learns the cor-
rect response for his query, exactly as sent by the responder.

From these properties follows the availability property: if A is far with respect
to both peers, then the querier learns the correct response for his query.
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Fig. 3. A Query-Response Transaction over the Tor Anonymity Network.

3 SvPDD: Protocol

In this section we present Self-validated Public Data Distribution (SvPDD), a
protocol that allows a querier to retrieve and validate content from a responder
and satisfies the security requirements in Section 2.

3.1 The Query-Response Transaction

In an SvPDD transaction the querier sends a query for which the responder
sends a response, both messages are transmitted via the anonymity network; see
illustration in Figure 3. Each transaction belongs to one of two classes:

Peer-to-Peer (p2p). The querier attempts to learn the responder’s response.

Self. A ‘dummy’ transaction, the peer is both the querier and the responder.

Each transaction has a random identifier, denoted by tid, which is chosen
by the querier and attached to the transaction messages. We refer to a message
that belongs to a p2p/self-transaction as a p2p/self-message (respectively).

A peer can validate that self-transaction messages were not modified or
blocked by a MitM since the peer is both the sender and recipient of messages:
he knows ‘what he sends’ and compares it with ‘what he receives’. In order to
keep track of self transactions, each peer keeps a global self-table that maps
the identifiers of self-transactions to their corresponding messages as sent and
received (to allow validation), as well as each message’s transmission time.

Message Indistinguishability. An important property of SvPDD messages is that
two messages of the same type (query or response), but of different classes (p2p
and self), are indistinguishable. Namely, a MitM attacker who observes the mes-
sage (that routes via the anonymity network) usually cannot learn the identities
of both the sender and recipient, and detect whether they are different (a p2p-
message) or the same (a self-message).

The following describes the content of query and response messages:



Query Message. The querier initiates the transaction by sending a query message
to the responder. The message specifies a random ephemeral public key that the
querier generates1 and the request from the responder (see Figure 3).

In our model (described in Section 2), the querier has the public key of
the anonymity network, and therefore queries are authenticated and encrypted
until they leave the anonymity network (to reach their destination). However, a
MitM near the responder can observe the clear-text query; in order to satisfy the
desired message indistinguishability property, we require that the query is either
constant (e.g., all SSH clients specify the same query, for the server’s public key)
or chosen according to a fixed distribution that is independent of the querier’s
identity or message history.

Response Message. When a responder receives a query message, he replies with
a response message. The response specifies the requested data encrypted with
the querier’s ephemeral key (see Figure 3). Note that we rely on the indistin-
guishability property of the (probabilistic) encryption scheme [10], hence, a MitM
attacker who observes the response cannot learn according to its content whether
it is a response for a self or p2p query (unless the MitM modifies the encryption
key in the query, risking that the query was ‘self’).

Transaction Completion. A transaction is complete if one of the following
conditions is true: either (1) a response was received in context of this transac-
tion, or (2) the query is stale (decided according to its transmission time). In
the latter case, we say that the transaction is expired.

3.2 The Query-Response Session

In order to retrieve data from the responder, the querier starts an SvPDD-session
which is composed of n p2p-transactions (where n is a security parameter). In
each transaction in the session, the querier sends the same request (but with a
different transaction identifier and ephemeral public key) to the responder. The
querier saves a per-session p2p-table which maps the transaction identifier (tid)
to the corresponding query and response (if received).

The querier and responder perform self-transactions in the background, in
parallel to ongoing query-response sessions (see details in Section 3.3).

Message Validation. When a peer receives a message, it first checks whether
its tid field indicates a self-transaction; if yes, then the message is assigned the
class ‘self’ and otherwise the class ‘p2p’. The validation process is different for
each message class.

If the received message (query or response) is a self-message, then the peer
validates that the message was not modified while it was in-transit. If the self-
message was modified, then its transaction is marked as ‘failed’.

1 The ElGamal encryption scheme, for example, allows to efficiently generate private
and public key-pairs.



In contrast to self-messages, the recipient peer cannot validate the content
of p2p-messages. The recipient only validates, in case of a p2p-response, that it
belongs to an uncompleted transaction in some session (otherwise the response
is discarded).

MitM Detection. Each self-transaction is associated with a result that is either
success or failure. The result of a self-transaction is failure if: (1) it expired (see
‘transaction completion’ in Section 3.1); or (2) the transaction was marked as
‘failed’ during the message validation process (above). When a self-transaction
completes, its result is enqueued in a cyclic, n entry long, history queue (where
n is the number of transactions in each session).

If there are at least 3δn ‘failure’ results in the party’s history queue, where
0 < δ ≤ 1

8 is the near-MitM threshold (see Section 2), then SvPDD alerts the
local administrator of a near-MitM.

Session Completion. An SvPDD-session completes when all its transactions
have completed. The session is then associated with a success or failure result,
depending on the responses that were received for the queries in its context: If
more than 1

2n (i.e., a majority) transactions of that session received an iden-
tical response, then the session result is success and that response is returned.
Otherwise, the session’s result is failure and no response is returned.

Notice that the threshold for a near-MitM alert (3δn) is lower than that of
completing a session in success ( 1

2n > 3δn, since δ ≤ 1
8 ). In the following section

we present a security analysis and show that this property ensures the desired
security requirements, defined in Section 2.

3.3 Protocol Execution

In order to retrieve authenticated data from the responder, the querier starts
an SvPDD-session. Additionally, SvPDD runs in the background, on both the
querier and responder, and initiates self-transactions. SvPDD monitors the re-
sults of the n recent self-transactions, and alerts for a MitM in case that 3δn of
them are assigned the ‘failure’ result.

Self-Transactions Instantiation. SvPDD approximates the rate of p2p-messages
and sends self-messages at roughly the same rate. The reasoning is that if the
peers send only few self-messages, then a MitM can change arbitrary messages,
which are likely to be p2p; in contrast, if the peers send many self-messages,
then SvPDD’s overhead grows large.

A peer P instantiates approximately one self-transaction for every p2p-
transaction. This is achieved by measuring r(t), the number of new p2p-transactions
that P participates-in during time period t (each period has the same length).
During period t+ 1, P instantiates r(t) + c new self-transactions; where c ≥ 1 is
a constant value, such that even if the rate of new p2p-messages increases during
period t+ 1, it is still likely to be less than the number of new self-transactions.



3.4 Instantiation over Tor

One of the advantages of SvPDD is that suitable anonymity infrastructures are
already available. In particular, it is possible to instantiate SvPDD over Tor [5],
the largest publicly available and well-studied anonymity network. Using Tor,
queries and responses route via a Tor circuit, which is a chain of proxies (chosen
by the querier), see Figure 3. Each transaction is relayed over a different random
Tor circuit, such that transactions of the same session cannot be associated
together by a MitM observer.

The querier (running the Tor-client software) has the public keys of the Tor
proxies, which are used to authenticate and encrypt query messages until they
leave the network to reach the responder. This satisfies our assumption on the
anonymity network from Section 2.

In Appendix A we describe the Tor network and SvPDD instantiation over
it in greater detail.

4 SvPDD: Analysis

In this section we show that SvPDD satisfies the security requirements presented
in Section 2.

No False Alert Requirement. A far MitM with respect to a peer P obtains a
message (sent to or from P) with probability δ. Since in every transaction there
are two messages (request and response), the probability that the far MitM
attacker obtains at least one message of a transaction is no more than 2δ (in this
case the attacker can modify or block the message, i.e., corrupt the transaction).

Let the random variable η denote the number of self-transactions, out of the
recent n self-transactions, where the far MitM obtains at least one message. The
expected value of η is E [η] ≤ 2δn. However, the attacker must modify or block
at least 3δn messages of the n recent self-transactions in order to cause a false
alert for near-MitM (see SvPDD definition in Section 3.2).

Hoeffding’s inequality allows to bound the probability that η ≥ 3δn; i.e.,
that η deviates from its expected value by at least δn, see Equation 1:

Pr [η ≥ 3δn] ≤ e−2(δn)
2

(1)

This bound shows that the probability that the far-MitM attacker succeeds
in causing a false alert is a negligible function in n. In Appendix B we further
explain the mathematical analysis behind the result in Equation 1.

Authenticity Requirement. The SvPDD protocol sends roughly the same amount
of self and p2p-messages. A message of one class is indistinguishable from that
of the other; therefore, an attacker that modifies a protocol message, modifies
with probability 1

2 a p2p-message and with probability 1
2 a self-message.

Assume that the total number of messages that near-MitM attacker modifies
is less than 7δn. Let ξ denote the number of p2p-messages that he modifies.



Since each message that the attacker modifies has probability 1
2 to be ‘p2p’, the

expected value of ξ is E [ξ] < 7
2δn. However, in order to provide a false response,

the attacker must modify messages of more than 1
2n ≥ 4δn p2p-transactions of

a particular SvPDD-session (since 0 < δ ≤ 1
8 ).

Hoeffding’s inequality allows to bound the probability that ξ ≥ 4δn (and
therefore, bound the probability that ξ > 1

2n); i.e., that ξ deviates from its
expected value by at least 1

2δn, see Equation 2:

Pr [ξ ≥ 4δn] ≤ e−2( 1
2 δn)

2

= e−
1
2 (δn)

2

(2)

Complementary, assume that the total number of messages that the near-
MitM attacker modifies is at least 7δn. Let ξ′ denote the number of self-messages
that he modifies. Since each message that the attacker modifies has probability 1

2
to be ‘self’, the expected value of ξ′ is E [ξ′] ≥ 7

2δn. However, in order to avoid
a MitM alert, the attacker must modify less than 3δn self-messages.

Hoeffding’s inequality allows to bound the probability that ξ′ < 3δn; i.e.,
that ξ′ deviates from its expected value by at least 1

2δn, see Equation 3:

Pr [ξ′ < 3δn] ≤ e−2( 1
2 δn)

2

= e−
1
2 (δn)

2

(3)

The bounds in Equations 2 and 3 show that the probability that the attacker
succeeds in violating the authenticity property is a negligible function in n. In
Appendix B we further explain the mathematical analysis behind the results in
Equations 2 and 3.

5 Plug-and-Play IP Security

This section presents Plug-and-Play IP Security (PnP-IPsec), a protocol that
establishes an IPsec tunnel [15] between two network gateways without coordi-
nated administration and without relaying on a public key infrastructure.

Figure 4 illustrates a typical deployment topology for PnP-IPsec. The pro-
tocol’s goal is that if there are two communicating hosts, Alice and Bob, behind
two PnP-IPsec gateways, then the gateways will automatically establish an IPsec
tunnel to secure all communication between their networks. In this section we
assume that there are no intermediate PnP-IPsec gateways (such as GWC in
Figure 4), Section 6 extends the protocol to handle this scenario.

PnP-IPsec builds on SvPDD; namely, each gateway uses SvPDD to retrieve
and validate the IPsec configuration from its peer. Figure 5 illustrates the three
phases that compose PnP-IPsec, which we describe in the following three sub-
sections. In the fourth subsection we describe the protocol’s security properties.

5.1 Initiation Phase

PnP-IPsec is initiated by a gateway, GWA, when it forwards a packet from Al-
ice to Bob. This is the trigger packet illustrated in Figure 5. The initiation is
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Fig. 4. PnP-IPsec Deployment Topology. Alice and Bob are communicating hosts;
PnP-IPsec is deployed on GWA and GWB and establishes an IPsec tunnel between them.

probabilistic: a trigger packet initiates the handshake with a (configurable) prob-
ability p > 0; the lower p is, the lower PnP-IPsec overhead and the more time is
required to establish a tunnel.

GWA begins the PnP-IPsec handshake by initiating an SvPDD-session to
retrieve the IPsec configuration of the gateway closest to Bob. The response
configuration includes the following three elements, which in ‘classic setup’ of
IPsec are manually configured by the network administrator at both gateways.

1. The gateway’s (responder) IP address; which is the encapsulation end-point
for tunneled traffic.

2. The gateway’s public key; used to secure IPsec messages.

3. The network address block behind the gateway; traffic to this network block
will be encapsulated.

Additionally, the response includes a client puzzle [3] and a cookie that allows
the responder to re-generate the puzzle (without keeping state). The initiator
solves this puzzle in order to request the responder to initiate a PnP-IPsec
handshake in the opposite direction; as we describe in the last phase of the
handshake. The use of a client-puzzle protects the responder from a denial of
service (DoS) attack that persuades him to initiate PnP-IPsec handshakes with
arbitrary peers (see security discussion in Subsection 5.4).

Since GWA does not know the address of Bob’s gateway, SvPDD-queries (i.e.,
IPsec configuration requests) are sent to Bob’s address. The queries traverse the
route from the anonymity network to Bob, allowing Bob’s gateway, GWB, to
intercept the queries and respond. See phase 1 in Figure 5.

The responder (GWB) only handles the queries if it is unaware of another
PnP-IPsec gateway ‘behind it’ that is also a gateway of Bob. The reason is that
PnP-IPsec should establish IPsec tunnels between the closest gateways to Alice
and Bob (the communicating hosts) in order to protect their communication
from intermediate malicious nodes (MitM attackers). In Section 6 we show how
gateways automatically learn which of their subnets have a ‘closer’ gateway.
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5.2 Validation Phase

In this phase the initiator validates that the responder controls the claimed
network address block (provided in the Initiation phase). This phase is similar
to the network block validation process that we presented in [7], except that the
messages here are sent over SvPDD in order to cope with a MitM attacker (see
analysis in Section 5.4); we briefly present the network block validation protocol.

Network block validation is composed of m parallel SvPDD-sessions (m is a
security parameter), where in each session the initiator (GWA) picks a random
address in the responder’s (GWB) claimed network block and sends a challenge
to it (each session is associated with a different address). If GWB is indeed the
gateway of that address, then it can intercept the challenge and respond; see
phase 2 in Figure 5. If all challenges receive correct responses, then GWB is
validated to control the network block that it claimed.

The following describes the challenge and response messages.

Challenge. The challenge is an SvPDD-query for a random string, denoted by c.

Response. The response is the tuple < c,H(GWB, pkB, netB) >, where c is an
echo of the challenge and < GWB, pkB, netB > is GWB’s IPsec configuration; H
is a cryptographic hash function.

When GWA receives the response (returned by SvPDD after a challenge-
response session completes), it verifies that the value c is correct. GWA also
verifies that the hash value matches that of GWB, pkB and netB which were
received in the Initiation phase, in order to ensure that the responder does not
change.



5.3 Invocation Phase

In the last phase, GWA invokes IKE [14] and attempts to bootstrap IPsec (phase 3
in Figure 5), using the remote configuration < GWB, pkB, netB >.

If GWB has the corresponding configuration of GWA (< GWA, pkA, netA >),
then IKE will establish an IPsec tunnel between the two gateways2. Otherwise,
IKE aborts; in this case, GWA requests GWB to initiate a PnP-IPsec handshake
in the opposite direction (see Figure 5). The request is an SvPDD-query which
specifies GWA’s public IPsec configuration configuration, < GWA, pkA, netA >, as
well as the solution to the client puzzle (i.e., proof of work) and cookie that GWB

sent in the Initiation phase. This request is encrypted using GWB’s public key;
therefore, it does not leak the identity of the initiator (GWA), which is required
in order to anonymize queries and use SvPDD (see Section 3.1).

When GWB receives this request, it re-generates the puzzle using the cookie
and verifies the solution of the puzzle. If the solution is correct, then GWB may
accept the request, if it is interested in setting up a tunnel with GWA (e.g., this
may depend on the Initiator’s network, netA); otherwise GWB rejects the request.
If GWB accepts, then it continues to the handshake’s Validation phase.

In the Invocation phase of this second handshake both gateways will have
each other’s configurations (IKE can bootstrap IPsec). However, if IKE initiation
does not succeed (on the second time), then a MitM is assumed to block IKE
(preventing establishment of IPsec), and the gateways block the (clear-text)
traffic between their networks.

5.4 Security Discussion

In this subsection we motivate the security properties of PnP-IPsec.

Discovery: PnP-IPsec gateways of communicating hosts quickly detect each other.

Assume that Alice sends packets to Bob. For every such packet, the probabil-
ity that GWA (Alice’s gateway) initiates the PnP-IPsec handshake is p; namely,
the probability that the handshake does not initiate after k packets is (1−p)k, i.e.,
exponentially decreasing (since p > 0). When GWA completes the PnP-IPsec
handshake, i.e., retrieves and validates GWB’s public IPsec configuration, it trig-
gers the handshake in the opposite direction. Namely, only a few packets travel
between Alice and Bob before the gateways discover each other.

Authentication: a PnP-IPsec gateway learns the IPsec configuration from the
correct responder, rather than a MitM attacker.

This property of PnP-IPsec follows from the authenticity property of SvPDD,
since the configuration is obtained over an SvPDD-session (in the Initiation
phase).

2 Since the gateways run PnP-IPsec without coordination, it is likely that GWB had
already received GWA’s public IPsec configuration.



Correctness: a gateway only learns a correct configuration from its peer.

The gateway learns the configuration from the correct peer (the authentic-
ity property). It is left to show that this configuration is also correct; namely,
that a malicious responder cannot persuade the initiator that it controls a false
network block. We now motivate why such malicious responder will not pass
the Validation phase, i.e., the responder will not be able to provide a correct
response for at least one challenge; we refer to [7] for further details.

Assume that the responder controls net1, but advertises net2 6= net1; namely,
|net1∩net2|
|net2|

= α < 1. The probability that the responder receives all challenges

is α−m, where m is the number of challenge-response sessions (and number
of different challenge destination addresses); i.e., the probability that a gateway
does not control the entire network block that it claims, but passes the Validation
phase, is negligible in m. In practice the ratio is often α� 1, because ISPs use
CIDR address allocation; we refer to [7] for further analysis of the network block
validation technique.

Resilience to DoS: PnP-IPsec does not open a new denial of service attack vector
on the responder.

We show that: first, PnP-IPsec has low communication and computational
requirements from the responder; and second, the responder does not keep any
state during the handshake.

First, in terms of communication load, the responder only sends one message
(response) for every message (query) that the initiator sends. In terms of com-
putation, the responder generates a client puzzle in the Initiation phase, which is
very efficient (client puzzles [3] are means to mitigate DoS attacks). An initiator
can cause the responder to initiate a handshake, however this requires solving
the responder’s puzzle, which has significant computational overhead.

Second, in terms of memory, the responder does not keep state per-peer or
between requests: (1) the responder provides its (single, global) public IPsec
configuration during the Initiation phase; (2) the responder only requires the
challenge-field specified in the challenge packet in order to generate the corre-
sponding response during the Validation phase; (3) the responder re-generates,
rather than saves, the client puzzle (using the cookie) when it receives a request
to initiate a PnP-IPsec handshake in the Invocation phase.

6 Extending PnP-IPsec for Multiple Gateways

PnP-IPsec should establish an IPsec tunnel between the gateways that are ‘clos-
est’ to the communicating hosts; these are GWA and GWB in the example network
topology that is illustrated in Figure 4. However, an intermediate non-malicious
gateway, such as GWC, who is unaware of the existence of a gateway behind
it (i.e., GWB) may unintentionally ‘hijack’ the PnP-IPsec handshake by respond-
ing to the Initiation-phase message that GWA sends to Bob (see Figure 5). This



section describes the discovery process for lower-tier gateways, where GWC learns
that netB is, in-fact, under control of GWB

3.

6.1 Proactive Gateway Discovery

In order to detect higher-tier gateways, a PnP-IPsec gateway sends a discovery
message to a random address outside of its network block. This message specifies
a random identifier, the gateway’s public key and its network block.

If a gateway, say GWB (see Figure 4), connects to the Internet via another
PnP-IPsec gateway, GWC, then GWC will intercept the discovery message and
initiate a network block validation process with GWB. Network block validation
is similar to that described in Section 5.2 except that it does not run over SvPDD;
i.e., the challenges and responses are transmitted directly to their destinations
(and not via the anonymity network). The reason that we do not employ SvPDD
is that, in this case, protection against MitM attackers is not required: if there is
a MitM attacker between GWC and GWB who hijacks the PnP-IPsec handshake,
then he will be detected since PnP-IPsec runs over SvPDD (our goal in this
section is only to detect intermediate non-malicious PnP-IPsec gateways).

If the network block validation completes successfully, then GWC learns that
netB is in-fact under control of GWB. In this case, GWC will not respond to future
PnP-IPsec messages sent to or from netB (see network illustration in Figure 4),
which will allow GWA and GWB to use PnP-IPsec and establish a tunnel.

Dynamic Network Topologies. New PnP-IPsec gateways can unexpectedly
set-up while others can suddenly shut-down. Therefore, PnP-IPsec gateways
periodically send discovery messages, in order to allow new higher-tier gateways
to detect their presence (and network block ownership).

Additionally, gateways (such as GWC in Figure 4) periodically send chal-
lenges to their subnets (such as netB) that are marked as controlled by lower-tier
gateways (i.e., GWB) in order to ensure that the lower-tier gateways are still
available and control their subnets.

Finally, when a PnP-IPsec gateway (such as GWB) gracefully shuts down,
it sends a prune message to its higher-tier gateway (GWC) in order to revoke
ownership over the subnet (netB) immediately.

7 Implementation and Deployment

We implemented PnP-IPsec as well as the underlying SvPDD protocol, as an
open-source application for Linux gateways; our implementation is available at
http://pnpipsec.sourceforge.net/.

3 A malicious GWC may not follow the protocol described in this section and hijack
connections to netB, in this case GWB will identify GWC as a near MitM (since
PnP-IPsec builds over SvPDD).



In order to deploy PnP-IPsec, the network administrator only needs to in-
stall our application on the local gateway and provide it with the gateway’s pri-
vate/public key pair (since the keys are not signed, e.g., by a CA, they may also
be automatically generated at install time). PnP-IPsec learns the reminder of
the local IPsec configuration, i.e., gateway’s IP address and the network address
block behind it, by reading the routing table. The configuration also includes the
near-MitM threshold (δ), the probability to initiate a PnP-IPsec handshake (p),
and security parameters (n,m), which have default values that may be modified
by the administrator. The following is an example of a deployment command:

PnpIPsec.py private-key-file public-key-file

In terms of efficiency, our implementation establishes an IPsec tunnel be-
tween two gateways, whose networks communicate at the rate 1mbps, in approxi-
mately two minutes; each gateway sends less than 3MB of PnP-IPsec traffic. This
measurement is by using the default parameters: δ = 1

10 , p = 1
100 , n = 40,m = 20.

8 Conclusions and Future Work

Our main conclusion from this work is that while ‘conservative’ key infrastruc-
tures such as key distribution centers and certification authorities may be incon-
venient for deployment of some protocols, other infrastructures may be suitable.
In particular, we showed how available anonymity networks can be utilized to
allow convenient and secure deployment of IPsec.

We presented SvPDD, a query-response protocol that utilizes an anonymity
infrastructure to cope with the man-in-the-middle threat model. We built PnP-
IPsec over SvPDD, which allows automatic establishment of IPsec tunnels. We
provided an open-source implementation of PnP-IPsec and hope that this work
will increase the deployment of the IPsec defense.

Future Work. The model considered in this paper, of using an available
anonymity infrastructure in order to authenticate public keys and data, is prac-
tical. It is therefore desirable to formally define this model which may benefit
other scenarios and protocols.

Furthermore, we believe that our protocols could further be improved. In
terms of efficiency, the use of anonymity networks to relay messages usually
comes at the price of encapsulation overhead. Can we improve the performance of
SvPDD without jeopardizing its security requirements? In terms of functionality,
can we extend PnP-IPsec to support setup of multicast IPsec tunnels?
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A SvPDD Construction over Tor

In this section we provide the details of our construction of SvPDD over the
anonymity network Tor [5]. We briefly present the Tor network, discuss the
challenges in instantiating SvPDD over it and provide mitigations to those chal-
lenges.

A.1 The Tor Anonymity Network

When a source (Tor-client) wishes to communicate with a destination over Tor,
it first retrieves a list of available proxies from centralized directory servers and
establishes a ‘circuit’ of few proxies. When a source sends a message, it encapsu-
lates the message in cryptographic layers (using keys of the proxies) and sends
it to the first (‘entrance’) proxy in the circuit, which removes the top layer of
encapsulation and sends the payload to the next proxy who performs the same
procedure; this scheme is called ‘onion routing’. The last proxy, called the ‘exit
proxy’, receives the message and sends it to the destination.

The destination responds to the exit proxy who encapsulates the message
using a symmetric key that is shared with the source, and sends the encapsulated
message to the previous proxy in the circuit. The message travels back from one
proxy in the circuit to the other, until it reaches the client who can remove the
encapsulation layer.

In Tor, the exit proxy knows the destination, but not the source; in contrast,
the entrance proxy knows the source, but not the destination. Intermediate prox-
ies only know their neighboring proxies in the circuit.



A.2 Challenges and Attack Vectors

Tor was designed to provide anonymity in environments where a MitM attacker
is present. However, there are still some known attack vectors on Tor anonymity
that would allow such attackers to differentiate between self and p2p-messages.
We briefly describe the known attack vectors relevant to implementation of
SvPDD over Tor and in the following subsection present mitigations.

Malicious Directory Servers. An attacker that controls a majority of the direc-
tory servers is able to provide Tor clients a malicious proxy list, that is composed
entirely of proxies under attacker’s control; thereby forcing clients traffic to be
routed only via the malicious proxies.

This attack breaks Tor’s anonymity guarantees for all its clients; therefore,
Tor designers made efforts to mitigate it: first, there are 10 directory servers, a
client only learns of proxies that are considered available by a majority of those
servers; an attacker needs to corrupt at least 5 such servers in order to modify
the proxy list that a client receives. Second, the directory servers are located
in geographically disperse locations and are constantly monitored. We therefore
believe that this attack vector is unlikely.

Time and Delay Side Channel. An attacker may correlate a message’s trans-
mission time to other messages in order to identify its type. Furthermore, a
powerful attacker can infect the Tor network with malicious proxies by joining
infected hosts to the network (proxies are volunteer hosts). If the attacker con-
trols the entrance and exit proxies in the circuit, then he can identify the querier
and responder by correlating messages as they enter and exit the Tor network
according with the delay inside the network [16].

Malicious Exit-Proxies. The exit proxy receives plain-text messages to/from the
destination; a malicious proxy can modify these messages. This proxy has, in
fact, MitM capabilities, but only for communication in the specific circuit; it
cannot modify communication that uses a different exit node.

A.3 Mitigations

In this subsection we show how we can construct SvPDD over Tor and mitigate
the attack vectors described above.

Time and Delay Side Channel - Mitigation. SvPDD messages are short and do
not require high quality of service (such as low latency or a high-speed connec-
tion). Therefore, we can choose the proxies in a circuit uniformly from the list
of available proxies (provided by the directory servers); this is in contrast to the
standard Tor client which chooses proxies in the circuit according to stability,
latency and available bandwidth.



Furthermore, since SvPDD does not require a constant connection between
the peers, our implementation uses different circuits in each transaction; miti-
gating the risk that an adversary repeatedly controls both the entrance and exit
proxies.

Finally, we introduce a randomized jitter to SvPDD communication. First,
we introduce a short randomized bounded delay before sending each message.
Second, we randomize the number of proxies that participate in each circuit.

Malicious Exit-Proxies - Mitigation. SvPDD must avoid false MitM detection in
case of a malicious exit proxy who modifies traffic. This is obtained by concluding
that a MitM was detected only after several self-transactions fail (see Section
3.2). The probability of using malicious exit nodes for a sequence of transactions
drops exponentially in the security parameter n (number of transactions in each
session).

B Further Details of SvPDD Security Analysis

In Section 4 we used Hoeffding’s inequality to bound the probability that a
MitM receives enough messages to force a false result of an SvPDD session. This
appendix provides the details of our mathematical analysis. We focus on the ‘no
false alert’ requirement and computation of Equation 1. The details behind the
authenticity requirement and computation of Equations 2 and 3 are similar.

Let the random variable ti = {0, 1} be 0 if the attacker does not obtain
a message (query or response) that belongs to transaction i, and 1 otherwise
(1 ≤ i ≤ n). Since the attacker is a far MitM with respect to both peers, he
receives every message between them with probability δ. Hence, the probability
that he receives at least one of the two messages in a particular transaction
is no more than 2δ (∀i : Pr [ti = 1] ≤ 2δ). It follows that the expectancy of
the number of messages that the attacker receives, denoted by η, is no more
than E [η] =

∑
i Pr [mi = 1] ≤ 2δn. However, in order to cause a false alert, the

attacker must modify at least 3δn messages (see Section 3.2).
Hoeffding’s inequality allows to bound the probability that a sum of random

variables (η) deviates from its expectancy (E [η]) at least by a threshold t, as
shown in Equation 4. In our case, t = 3δn−E [η] ≥ δn, which provides the result
of Equation 1.

Pr [η − E [η] ≥ t] ≤ Pr [η − E [η] ≥ δn] ≤ e−2t
2

≤ e−2(δn)
2

(4)


