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Alice makes a session key with R1
...And then tunnels to R2...and to R3
Estimated ~600,000 daily Tor users
The Tor Project is a 501(c)(3) non-profit based in the United States. The official address of the organization is:

The Tor Project  
969 Main Street, Suite 206  
Walpole, MA 02081-2972 USA

The organization consists of many volunteers and a few employees. Please don't contact us individually about Tor topics — if you have a problem or question, please look through the contact page for appropriate addresses.

**Core Tor People**

**Alexandre Allaire, Developer**

Helps develop Flash Proxy.

**Jacob Appelbaum, Advocate, Security Researcher, and Developer**

Our main advocate. Speaks at conferences and gives trainings all over the world to get people excited about Tor, explain how Tor is used in real world situations, and generally explain why anonymity online matters to you. Original developer of ttdnsd, Tor check, Tor DNSBL, and Tor weather site.

**Erinn Clark, Packaging and Build Automation**

Erinn is tackling the growing needs for easy to install and configure packages on a variety of operating systems. Also working on automating the build system and producing nightly builds for all operating systems we support. Erinn is also doing some advocacy by talking to audiences at FSCONS, CodeBits.eu, and various European universities.

**Roger Dingledine, Project Leader, Director, Researcher**

Original developer of Tor along with Nick Mathewson and Paul Syverson. Leading researcher in the anonymous communications field. Frequent speaker at conferences to advocate Tor and explain what Tor is and can do. Helps coordinate academic researchers.
Anonymity serves different interests for different user groups.

- **Governments**: “It's traffic-analysis resistance!”
- **Businesses**: “It's network security!”
- **Private citizens**: “It's privacy!”
- **Human rights activists**: “It's reachability!”
Directly connecting users from the Netherlands

The Tor Project - https://metrics.torproject.org/
Directly connecting users from Iran

The Tor Project - https://metrics.torproject.org/
Directly connecting users from the Syrian Arab Republic

The Tor Project - https://metrics.torproject.org/
Directly connecting users from China

The Tor Project - https://metrics.torproject.org/
Directly connecting users from Kazakhstan

The Tor Project - https://metrics.torproject.org/
MESS WITH ONE OF US.
MESS WITH ALL OF US.

Supporting totalitarian regimes is our business.
Sleep safe Assad, Blue Coat is here.
I CAN HAZ FREEDOM?

Tor
TorProject.org
Orbot (Tor for Android)
Tails (Tor LiveCD)
Tor pluggable transports

- **obfsproxy client**
- **CENSOR**
- **obfsproxy server**

Tor Client

Tor Bridge
Next steps

● Technical solutions won't solve the whole censorship problem. After all, firewalls are *socially* very successful in these countries.

● But a strong technical solution is still a critical puzzle piece.

● You should run a relay! Non-exit relays are easy and safe to set up.